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1 Scope

The present document provides technical solutions for oneM2M authorization architecture, authorization procedures
and access control policies. The present document also gives eval uations of these proposed technical solutions.

ETSI TS 118 103 [i.2] only defines a high level authorization architecture that describes its major components and
general authorization procedure. The objective of the present document is to provide candidate security solutions related
to authorization architecture, authorization procedures and access control policies.

The present document provides security solutions in the following three aspects:

. Detailed design of authorization architecture: This part investigates the interfaces among authorization
components (e.g. procedures and parameters), how these components could be distributed in different
oneM2M entities (i.e. different CSEs), and how to implement Role Based Access Control (RBAC) and token
based access control.

. Supporting user specified access control policies: This part investigates how the oneM2M authorization
system could be an extensible system that can support user-defined access control mechanisms and/or access
control policy languages.

. Investigating existing access control policy languages: This part investigates if some standardized access
control policy languages could become oneM2M recommended access control policy description languages.

2 References

2.1 Normative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

Referenced documents which are not found to be publicly available in the expected |ocation might be found at
https://docbox.etsi.org/Referencel.

NOTE: While any hyperlinksincluded in this clause were valid at the time of publication, ETSI cannot guarantee
their long term validity.

The following referenced documents are necessary for the application of the present document.

Not applicable.

2.2 Informative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

NOTE: While any hyperlinksincluded in this clause were valid at the time of publication, ETSI cannot guarantee
their long term validity.

The following referenced documents are not necessary for the application of the present document but they assist the
user with regard to a particular subject area.

[i.1] ETSI TS 118 101: "oneM2M; Functional Architecture (oneM2M TS-0001)".
[i.2] ETSI TS 118 103: "oneM2M; Security Solutions (oneM2M TS-0003)".
[i.3] ANSI American national standard for information technology - role based access control. ANS|

INCITS 359-2004, February 2004.
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[i.4] NIST Special Publication 800-162: "Guide to Attribute Based Access Control (ABAC) Definition
and Considerations’.

[i.5] OASIS Standard: "eXtensible Access Control Markup Language (XACML)", Version 3.0,
22 January 2013.

[i.6] OASIS Standard: " Assertions and Protocols for the OASIS Security Assertion Markup Language
(SAML)" V2.0.

[i.7] oneM2M Drafting Rules.

NOTE: Available at http://www.onem2m.org/images/files’/oneM 2M -Drafting-Rul es.pdf.

[i.8] ETSI TS118 111: "oneM2M; Common Terminology (oneM2M TS-0011)".
[1.9] ETSI TR 118 501: "oneM2M; Use Case collection (oneM2M TR-0001)".
3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitionsgiven in ETSI TS 118 111 [i.8] apply.

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in ETSI TS 118 111 [i.8] apply.

4 Conventions

The key words "Shall", "Shall not", "May", "Need not", " Should", " Should not" in the present document are to be
interpreted as described in the oneM2M Drafting Rules[i.7].

5 Overview of authorization system

5.1 High level authorization architecture

Figure 5.1-1 provides a high level overview of a generic authorization architecture. This architecture comprises four
subcomponents that are described as follows:

. Policy Enforcement Point (PEP):

- PEP intercepts resource access requests, makes access control decision requests, and enforces access
control decisions. The PEP coexists with the entity that needs authorization services.

o Policy Decision Point (PDP):

- PDP interacts with the PRP and PIP to get applicable authorization polices and attributes needed to
evaluate authorization policies respectively, and then eval uates access requests using authorization
policies to render an access control decision. The PDP islocated in the Authorization service.

. Policy Retrieval Point (PRP):

- PRP obtains applicable authorization policies according to an access control decision request. These
applicable policies should be combined in order to get afinial access control decision. The PRPis
located in the Authorization service.
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. Policy Information Point (PIP):

- PIP provides attributes that are needed to evaluate authorization policies, for example the | P address of
the requester, creation time of the resource, current time or location information of the requester. The PIP
islocated in the Authorization service.

The Authorization service may comprise any of the subcomponents: PDP, PRP and/or PIP. This means that the
subcomponents PEP, PRP, PDP and PIP could be distributed across different nodes. For example the PEP islocated in
an ASN/MN and the PDP islocated in the IN.

The present release 1 does not support separation of PRP and PIP on different CSE from PDP. The generic procedure
described below is provided for information and to support further extensions, while clause 7 provides the detail s of
authorization mechanismsin the current release.

A R Policy A
Access ceess Request Enforcement ceess
R Resource
Requester Point
(PEP)
Decision Decision
Request Response
Policy Policy Request Policy Attribute Request Policy

Retrieval < Decision P [nformation

Point > Point < Point
(PRP) Policy Response (PDP) Attribute Response (PIP)

Figure 5.1-1: Overview of the authorization architecture
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5.2 Generic authorization procedure

The generic authorization procedure is shown in figure 5.2-1.

Trust Relationship

Requester Hosting Entity ‘ PEP ‘ ‘ PDP ‘ ‘ PRP ‘ ‘ PIP ‘
1 1 1 1 1 1
| T T T T T
} 1:Mutual authentication} } } } }
| | | | | |
;N 2:Accesﬂ:‘s request i i i i
}' } /} 3:Decision request i i i
i i | | aPolicy request | |
| | | I N |
i i i L 5:Policy response J} i
! ! ! ! 6:Attribute request !
1 1 1 1 1 >
| ! ! ! 7:Attribute response !
1 1 1 1 1 1
l 1 1 8:Making access 1 |
i | } control decision | !
| | | | |
| | | 9:Decision response | | |
| | ) | | |
} } 10:Enforcing access } } }
| | control decision | | |
L 11 :Accesé response j i i i
| | | | | |
| | | | | |

Figure 5.2-1: Authorization Procedure

Step 001: Mutual authentication (Pre-requisite).

Step 002: Access Requester sends an Access Request to the PEP.

Step 003: PEP makes an Access Control Decision Request according to the requester's Access Request, and
sends the Access Control Decision Request to the PDP.

Step 004: PDP sends an Access Control Policy Request that is generated based on the Access Control
Decision Request to the PRP.

Step 005: PRP finds all access control policies applicable to the access request and sends them back to the
PDP. When multiple access control polices are involved, the PRP also provides a policy
combination agorithm to combine multiple evaluation results into one finial result.

Step 006 PDP sends Attribute Request to the PIP, if any attributes are needed to evaluate these access
control policies.

Step 007: PIP gets requested attributes and sends them back to the PDP.

Step 008: PDP evaluates Access Reguest using access control policies. When there are multiple applicable
access control policies, the PEP needs to calculate afinal Access Control Decision using the policy
combination agorithm.

Step 009: PDP returns the Access Control Decision to the PEP.

Step 010: PEP enforces the access control decision, i.e. either forwards the Access Request to the resource or
denies this access.

Step 011: PEP returns access result back to the Access Requester.
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6 Detailed design of authorization architecture

6.1 Self-contained authorization

In a self-contained authorization system the PEP, PDP, PRP and PIP are al in the same CSE, and the messages
exchanged between these authorization components are not crossing the oneM2M reference points Mca, Mcc and Mcn.
So there is no specific standardization requirement about how to implement PEP, PDP, PRP and PIP, and the
interactions between them.

6.2 Distributed authorization

6.2.1 Distributed authorization use cases

6.2.1.1 M2M gateway make access control decisions on behalf of m2m devices

Some constrained M2M Devices may be unable to evaluate the complex access control policy languages, such as those
investigated in clause 8 "Investigating existing access control policy languages'. These M2M Devices may be
configured to request an M2M Gateway to assist with making access control decisions.

Here consider a scenario with two M2M Devices, Device 1 and Device 2, registered to acommon M2M Gateway .
Device 1 often interacts with M2M Devices that it has not encountered before, and so it frequently encounters situations
where the Originator of the request cannot have been configured into the <accessControl Policies> resources resident on
Device 1. Inthis case, Device 1 has not encountered Device 2 previously, and so Device 1 requests the M2M Gateway
to make an access control decision on behalf of Device 1. The relevant access control policiesfor Device 1 are not
present on the M2M Gateway, so the M2M Gateway requests the relevant access control policies from M2M Server 1.
When the M2M Gateway receives the access control policies, it realizes that it needs additional information about
Device 2, so the M2M Gateway requests the relevant information from M2M Server 2. The M2M Gateway makes the
access control decision and returns the decision result to Device 1. Figure 6.2.1.1-1 illustrates this process, which can be
seen to map onto figure 5.1-1 "Overview of the authorization architecture”.

Access Request Access

Device 1 Resource
Decision Decision
Request Response
Policy Request Attribute Request

M2M < M2M > M2M

Server 1 p| Gateway | g Server 2
Policy Response Attribute Response

Figure 6.2.1.1-1: Use case scenario where an M2M Gateway makes
authorization decisions on behalf of an M2M Device

Table 6.2.1.1-1 provides the mapping from the actorsin the present use case scenario to functionsin figure 5.1-1. Each
authorization component (PEP, PDP, PRP and PIP) is on adistinct entity in this scenario. This motivates defining
mechanisms for using oneM 2M primitives enabling the following:

e aPEP entity requesting an access control decision from adistinct PDP entity;
. a PDP entity requesting relevant access control policies from a distinct PRP entity; and

. a PDP entity requesting relevant access control information from a distinct PIP entity.
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Table 6.2.1.1-1: Mapping from actors in the use case scenario to the functions in figure 5.1-1

Actor Function in figure 5.1-1
Device 1 Policy Enforcement Point (PEP)
Device 2 Access Requestor

M2M Gateway Policy Decision Point (PDP)
M2M Server 1 Policy Retrieval Point (PRP)
M2M Server 2 Policy Information Point (PIP)

6.2.2 Proposal 1: Using resource-based approach to implement
distributed authorization

6.2.2.1 Introduction

According to the description in clause 8 of ETSI TS 118 101 [i.1], the general flow that governs the information
exchange within a procedure is based on the use of Request and Response messages. The message applies to
communications between an AE and a CSE which should cross the Mca reference point and among CSEs which should
cross the Mcc reference point. Requests over the Mca and Mcc reference points, from an Originator to a Receiver
should address the target resource or target attribute for the operation.

In the distributed authorization system the PEP, PDP, PRP and PIP might be located in different CSEs, so the
communication between PEP, PDP, PRP and PIP should cross the Mcc reference point. The method of message
exchange among these authorization components should conform to the ETSI TS 118 101 [i.1], i.e. the request message
sent from one authoriztion component in one CSE to another authorization component in another CSE should address a
resource.

According to the description in clause 9.2.2 of ETSI TS 118 101 [i.1], avirtual resource or avirtua attribute does not
have a permanent representation in a CSE, they are used to trigger processing and/or retrieve results. So we can use
virtual resources to exchange authorization messages among different CSEs, and at the same time, trigger a
corresponding authorization process.

This clause describes a solution for distributed authorization using a newly defined <authorization> resource and its
child resources over the Mcc and Mcc' reference points. The child resources of the <authorization> resource are
<policyDecisionPoint>, <policyRetrieval Point> and <policyl nformationPoint>. These child resources are virtua
resources that are used to trigger PDP process, PRP process and PIP process defined in ETSI TS 118 103 [i.2]
respectively.

This clause al so describes the management procedures for the <authorization> resource and its child resources.
6.2.2.2 Resources

6.2.2.2.1 Resource type authorization

The <authorization> resource represents the method for providing authorization related services. The <authorization>
resource contains three child resources, they are <policyDecisionPoint>, <policyRetrieval Point> and
<policylnformationPoint>. These child resources are virtual resources that provide authorization functions of PDP, PRP
and PIP defined in ETSI TS 118 103 [i.2] respectively. The <authorization> resource should be located directly under
<CSEBase>.
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<authorization>

1

<policyDecisionPoint>
1

<policyRetrievalPoint>
1

<policylnformationPoint>

Figure 6.2.2.2.1-1: Structure of <authorization> resource
The <authorization> resource should contain the child resources specified in table 6.2.2.2.1-1.

Table 6.2.2.2.1-1: Child resources of <authorization> resource

Crlgﬂ tﬁﬁfiozl;:icoe:ff Child Resource Type |Multiplicity Description a? ilféhsgzgﬂfclﬁ];pce;
[variable] <policyDecisionPoint> 1 See clause 6.2.2.2.2 none
[variable] <policyRetrievalPoint> 1 See clause 6.2.2.2.3 none
[variable] <policylnformationPoint> 1 See clause 6.2.2.2.4 none

The <authorization> resource should contain the attributes specified in table 6.2.2.2.1-2.

Table 6.2.2.2.1-2: Attributes of <authorization> resource

. RW/
libuizs o Multiplicity | RO/ Description
<statsConfig> WO

resourceType 1 RO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described

resourcelD 1 RO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described.

resourceName 1 WO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described.

parentlD 1 RO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described.

authorizationPolicylDs 1(L) RW See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described

creationTime 1 RO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described

expirationTime 1 RW See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described

lastModifiedTime 1 RO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described

labels 0..1 (L) RW See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described
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6.2.2.2.2 Resource type policyDecisionPoint

The <policyDecisionPoint> resource is a virtual resource because it does not have arepresentation. It isthe child
resource of the <authorization> resource. When a RETRIEVE Request addresses the <policyDecisionPoint> resource, a
PDP processistriggered. The access control decision request should be included in the Content parameter of the
RETRIEVE Request, and the access control decision response should be included in the Content parameter of the
RETRIEVE Response.

The <policyDecisionPoint> resource inherits access control policies that apply to the parent <authorization> resource.

6.2.2.2.3 Resource type policyRetrievalPoint

The <policyRetrieval Point> resource is a virtual resource because it does not have a representation. It is the child
resource of the <authorization> resource. When a RETRIEV E Request addresses the <policyRetrieval Point> resource,
a PRP processis triggered. The access control policy request should be included in the Content parameter of the
RETRIEVE Request, and the access control policy response should be included in the Content parameter of the
RETRIEVE Response.

The <policyRetrieval Point> resource inherits access control policies that apply to the parent <authorization> resource.

6.2.2.2.4 Resource type policylnformationPoint

The <policylnformationPoint> resource is a virtual resource because it does not have a representation. It is the child
resource of the <authorization> resource. When a RETRIEV E Request addresses the <policyl nfor mationPoint>
resource, a PIP processistriggered. The access control attribute request should be included in the Content parameter of
the RETRIEVE Request, and the access control attribute response should be included in the Content parameter of the
RETRIEVE Response.

The <policylnformationPoint> resource inherits access control policies that apply to the parent <authorization>
resource.

6.2.2.3 Procedures

6.2.2.3.1 Introduction

This clause describes the management procedures for the <authorization> resource and its virtual child resources. These
virtual child resources are <policyDecisionPoint>, <policyRetrieval Point> and <policyl nformationPoint> that are used
to trigger a PDP process, a PRP process and a PIP process defined in ETSI TS 118 103 [i.2] respectively. Only Retrieve
operation should be alowed on these virtual resources.

6.2.2.3.2 Create <authorization>

This procedure should be used to create a <authorization> resource.
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Table 6.2.2.3.2-1: <authorization> CREATE

<authorization> CREATE

Associated Reference
Point

Mcc and Mcc'.

Information in Request
message

All parameters defined in table 8.1.2-2 of ETSI TS 118 101 [i.1] apply with the specific
detalils for:

To: the address of the <CSEBase> where the <authorization> resource is intended to
be Created.

Content: attributes of the <authorization> resource as defined in clause 6.2.2.2.1-2.

Processing at Originator
before sending Request

According to clause 10.1.1.1 of ETSI TS 118 101 [i.1].

Processing at Receiver

According to clause 10.1.1.1 of ETSI TS 118 101 [i.1] with the following additions:

. Upon successful validation of the provided attributes, the Hosting CSE
creates the <authorization> resource including its virtual child resources
specified in table 6.2.2.2.1-1.

. If there is a PDP process should be bound to the <policyDecisionPoint>
virtual resource, then bind it to the <policyDecisionPoint> virtual resource,
otherwise leave the binding void. The PDP process and the binding method
are out of scope.

. If there is a PRP process should be bound to the <policyRetrievalPoint>
virtual resource, then bind it to the <policyRetrievalPoint> virtual resource,
otherwise leave the binding void. The PRP process and the binding method
are out of scope.

. If there is a PIP process should be bound to the <policylnformationPoint>
virtual resource, then bind it to the <policylnformationPoint> virtual resource,
otherwise leave the binding void. The PIP process and the binding method
are out of scope.

Information in Response
message

According to clause 10.1.1.1 of ETSI TS 118 101 [i.1].

Processing at Originator
after receiving

According to clause 10.1.1.1 of ETSI TS 118 101 [i.1].

Response
Exceptions According to clause 10.1.1.1 of ETSI TS 118 101 [i.1].
6.2.2.3.3 Retrieve <authorization>

This procedure should be used to retrieve the attributes of a <authorization> resource.

Table 6.2.2.3.3-1: <authorization> RETRIEVE

<authorization> RETRIEVE

Associated Reference
Points

Mcc and Mcc'

Information in Request
message

According to clause 10.1.2 of ETSI TS 118 101 [i.1]

Processing at Originator
before sending Request

According to clause 10.1.2 of ETSI TS 118 101 [i.1]

Processing at Receiver

According to clause 10.1.2 of ETSI TS 118 101 [i.1]

Information in Response
message

According to clause 10.1.2 of ETSI TS 118 101 [i.1]

Processing at Originator
after receiving

According to clause 10.1.2 of ETSI TS 118 101 [i.1]

Response
Exceptions According to clause 10.1.2 of ETSI TS 118 101 [i.1]
6.2.2.3.4 Update <authorization>

This procedure should be used to update the attributes of a <authorization> resource.

ETSI

ETSI TR 118 516 V2.0.0 (2016-09)




oneM2M TR-0016 version 2.0.0

15

Table 6.2.2.3.4-1: <authorization> UPDATE

ETSI TR 118 516 V2.0.0 (2016-09)

<authorization> UPDATE

Associated Reference
Points

Mcc and Mcc'

Information in Request
message

According to clause 10.1.3 of ETSI TS 118 101 [i.1]

Processing at Originator
before sending Request

According to clause 10.1.3 of ETSI TS 118 101 [i.1]

Processing at Receiver

According to clause 10.1.3 of ETSI TS 118 101 [i.1]

Information in Response
message

According to clause 10.1.3 of ETSI TS 118 101 [i.1]

Processing at Originator
after receiving

According to clause 10.1.3 of ETSI TS 118 101 [i.1]

Response
Exceptions According to clause 10.1.3 of ETSI TS 118 101 [i.1]
6.2.2.3.5 Delete <authorization>

This procedure should be used to delete a <authorization> resource.

Table 6.2.2.3.5-1: <authorization> DELETE

<authorization> DELETE

Associated Reference
Points

Mcc and Mcc'

Information in Request
message

According to clause 10.1.4 of ETSI TS 118 101 [i.1]

Processing at Originator
before sending Request

According to clause 10.1.4 of ETSI TS 118 101 [i.1]

Processing at Receiver

According to clause 10.1.4 of ETSI TS 118 101 [i.1]

Information in Response
message

According to clause 10.1.4 of ETSI TS 118 101 [i.1]

Processing at Originator
after receiving

According to clause 10.1.4 of ETSI TS 118 101 [i.1]

Response
Exceptions According to clause 10.1.4 of ETSI TS 118 101 [i.1]
6.2.2.3.6 Retrieve <policyDecisionPoint>

This procedure is used to trigger a PDP process that is bound to a <policyDecisionPoint> virtual resource.

Originator: The Originator should request to obtain an access control decision by using RETRIEVE operation on a

<policyDecisionPoint> virtual resource from the Receiver. The Originator is a CSE.

Receiver: The Receiver should check if the Originator has RETRIEVE permission on the <policyDecisionPoint>
virtual resource. Upon successful validation, the Receiver should make an access control decision based on access
control policies. If there is no process bound to the <policyDecisionPoint> virtual resource, the Receiver should respond

with an error.
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Table 6.2.2.3.6-1: <policyDecisionPoint> RETRIEVE

<policyDecisionPoint> RETRIEVE
Associated Reference Mcc and Mcc'.

Points
Information in Request  [According to clause 10.1.2 of ETSI TS 118 101 [i.1] with the following additions:
message To: The address of the <policyDecisionPoint> virtual resource.

Content: The representation of the access control decision request.

Processing at Originator |The Originator should create an access control decision request according to an

before sending Request |access request.

The Originator should request to obtain an access control decision by using the

RETRIEVE operation on a <policyDecisionPoint> virtual resource which is the child

resource of a <authorization> resource of the Receiver. The access control decision

request should be included in the Content parameter of the Request message. The

Originator should be a CSE.

Processing at Receiver |The Receiver should perform the following operations:

e  Check if the Originator has RETRIEVE permission on the
<policyDecisionPoint> virtual resource.

. Check the validity of the provided parameters.

. Check if the <policyDecisionPoint> virtual resource is bound to a PDP
process.

. Upon successful validation, passing the access control decision request to
the PDP process.

e  The PDP process contact a PRP to obtain applicable access control policies,
and may also contact a PIP to obtain some access control attributes, and
then make an access control decision.

e  The Receiver should create an access control decision response according
to the access control decision and respond to the Originator. The access
control decision response should be included in the Content parameter of the
Response message.

Information in Response |According to clause 10.1.2 of ETSI TS 118 101 [i.1] with the following additions:

message Content: The representation of the access control decision response.

Processing at Originator [The Originator should enforce the access control decision, i.e. either permit or deny the

after receiving access to resource.

Response
Exceptions According to clause 10.1.2 of ETSI TS 118 101 [i.1] with the following:
e  There is no PDP process bound to the <policyDecisionPoint> virtual resource
e  The provided content of the access control decision request is not in line with
the specified structure
6.2.2.3.7 Retrieve <policyRetrievalPoint>

This procedure is used to trigger a PRP process that is bound to a <policyRetrieval Point> virtual resource.

Originator: The Originator should request to obtain access control policies by using RETRIEVE operation on a
<policyRetrieval Point> virtual resource from the Receiver. The Originator isa CSE.

Receiver: The Receiver should check if the Originator has RETRIEV E permission on the <policyRetrieval Point>
virtual resource. Upon successful validation, the Receiver should retrieve all applicable access control policies. If there
is o process bound to the <policyRetrieval Point> virtual resource, the Receiver should respond with an error.
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Table 6.2.2.3.7-1: <policyRetrievalPoint> RETRIEVE

<policyRetrievalPoint> RETRIEVE

Associated Reference
Points

Mcc and Mcc'.

Information in Request
message

According to clause 10.1.2 of ETSI TS 118 101 [i.1] with the following additions:
To: The address of the <policyRetrievalPoint> virtual resource.
Content: The representation of the access control policy request.

Processing at Originator
before sending Request

The Originator should create an access control policy request according to an access
control decision request.

The Originator should request to obtain access control policies by using the
RETRIEVE operation on a <policyRetrievalPoint> virtual resource which is the child
resource of a <authorization> resource of the Receiver. The access control policy
request should be included in the Content parameter of the Request message. The
Originator should be a CSE.

Processing at Receiver

The Receiver should perform the following operations:

e  Check if the Originator has RETRIEVE permission on the
<policyRetrievalPoint> virtual resource.

. Check the validity of the provided parameters.

. Check if the <policyRetrievalPoint> virtual resource is bound to a PRP
process.

. Upon successful validation, passing the access control policy request to the
PRP process.

e The PRP process retrieves all applicable access control policies according to
the access control policy request.

e  The Receiver should create an access control policy response using the
retrieved access control policies and respond to the Originator. The access
control policy response should be included in the Content parameter of the
Response message.

Information in Response
message

According to clause 10.1.2 of ETSI TS 118 101 [i.1] with the following additions:
Content: The representation of the access control policy response.

Processing at Originator
after receiving

The Originator should evaluate the access control decision request using the retrieved
the access control policies.

Response
Exceptions According to clause 10.1.2 of ETSI TS 118 101 [i.1] with the following:
e  There is no PRP process bound to the <policyRetrievalPoint> virtual
resource.
e  The provided content of the access control policy request is not in line with
the specified structure.
6.2.2.3.8 Retrieve <policylnformationPoint>

This procedure is used to trigger a PIP process that is bound to a <policylnformationPoint> virtual resource.

Originator: The Originator should request to obtain access control attributes by using RETRIEVE operation on a

ETSI TR 118 516 V2.0.0 (2016-09)

<policyl nformationPoint> virtual resource from the Receiver. The Originator isa CSE.

Receiver: The Receiver should check if the Originator has RETRIEV E permission on the <policyl nfor mationPoint>
virtual resource. Upon successful validation, the Receiver should obtain the requested attributes. If there is no process
bound to the <policyl nformationPoint> virtual resource, the Receiver should respond with an error.
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Table 6.2.2.3.8-1: <policylnformationPoint> RETRIEVE

<policylnformationPoint> RETRIEVE

Associated Reference
Points

Mcc and Mcc'.

Information in Request
message

According to clause 10.1.2 of ETSI TS 118 101 [i.1] with the following additions:
To: The address of the <policylnformationPoint> virtual resource.
Content: The representation of the access control attribute request.

Processing at Originator
before sending Request

The Originator should create an access control attribute request according to an
access request.

The Originator should request to obtain an access control attributes by using the
RETRIEVE operation on a <policylnformationPoint> virtual resource which is the child
resource of a <authorization> resource of the Receiver. The access control attribute
request should be included in the Content parameter of the Request message. The
Originator should be a CSE.

Processing at Receiver

The Receiver should perform the following operations:

Check if the Originator has RETRIEVE permission on the
<policylnformationPoint> virtual resource.

Check the validity of the provided parameters.

Check if the <policylnformationPoint> virtual resource is bound to a PIP
process.

Upon successful validation, passing the access control attribute request to
the PIP process.

The PIP process obtains the requested access control attributes according to
the access control attribute request.

The Receiver should create an access control attribute response using the
obtained access control attributes and respond to the Originator. The access
control attribute response should be included in the Content parameter of the
Response message.

Information in Response
message

According to clause 10.1.2 of ETSI TS 118 101 [i.1] with the following additions:
Content: The representation of the access control attribute response.

Processing at Originator
after receiving
Response

The Originator should evaluate the access control decision request using the retrieved
the access control policies and access control attributes.

Exceptions

According to clause 10.1.2 of ETSI TS 118 101 [i.1] with the following:

There is no PIP process bound to the <policylnformationPoint> virtual
resource.

The provided content of the access control attribute request is not in line with
the specified structure.

6.3

6.3.1 Proposal
between

6.3.1.1

6.3.1.1.1

Message between authorization components

1: Extending XACML and SAML for exchanging message
authorization components

Messages between PEP and PDP

Introduction of XACML <Request> element and <Response> element

XACML [i.5] defines areference architecture that includes functions such as Policy Decision Points (PDPs), Policy

Enforcement Points (PEPS),
access. The functions of PEP and PDP defined in the oneM 2M authorization architecture are the same as the functions

Policy Administration Points (PAPs), and Policy Information Points (PIPs) to control

of PEP and PDP defined in the XACML.

The format of an access decision request sent from a PEP to a PDP is specified by the <Request> element, and the
format of an access decision response sent from a PDP to a PEP is specified by the <Response> el ement.
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As XACML is primarily an Attribute Based Access Control system (ABAC), its <Request> element and <Response>
element can express complicated access decision request and access decision response respectively. This proposal
described in the following clauses suggests using XACML <Request> element and <Response> element to express the
messages exchanged between PEP and PDP in the oneM2M authorization System.

6.3.1.1.2 Using XACML <Request> element

In XACML an access decision request is constructed by the <Request> element and its child elements: <Attributes>,
<Attribute> and <Content>.

The <Request> element is defined as follows:

<xs: el ement nanme="Request" type="xacnl : Request Type"/>
<xs: conpl exType name="Request Type" >
<Xs: sequence>
<xs:el ement ref="xacm : Request Def aul ts" m nCccurs="0"/>
<xs:el ement ref="xacm :Attributes" maxCccurs="unbounded"/>
<xs:el ement ref="xacm : Mul ti Requests" m nCccurs="0"/>
</ xs: sequence>
<xs:attribute nane="ReturnPolicyldList" type="xs:bool ean" use="required"/>
<xs:attribute nane="Conbi nedDeci si on" type="xs:bool ean" use="required" />
</ xs: conpl exType>

The <Attributes> elements are used to organize various request parametersinto different attribute categories. Currently
XACML defines four attribute categories:

. subject: this category is used to organize subject related attributes, such as Originator ID, roles and | P address
of the Originator in the oneM2M System.

e  resource: this category is used to organize resource related attributes, such asresource ID, URI and time of
creation in the oneM2M System.

. action: this category is used to organize action related attributes, such as Create, Retrieve and Delete operation
in the oneM2M System.

. environment: this category is used to organize environment related attributes, such as current date and current
time.

The <Attributes> element is defined as follows:

<xs:element nanme="Attributes" type="xacm :AttributesType"/>
<xs: conpl exType name="Attri butesType">
<Xs: sequence>
<xs: el ement ref="xacm : Content" m nCccurs="0"/>
<xs:element ref="xacm :Attribute" m nOccurs="0" nmaxQccur s="unbounded"/>
</ xs: sequence>
<xs:attribute name="Category" type="xs:anyURl" use="required"/>
<xs:attribute ref="xm:id" use="optional"/>
</ xs: conpl exType><xs: conpl exType name="Subj ect Type" >

The <Attribute> elements are used to specify attributesin XACML. It contains attribute meta-data and one or more
attribute values. The attribute meta-data comprises the attribute identifier and the attribute issuer. The <Attribute>
element is defined as follows:

<xs:element nanme="Attribute" type="xacm :AttributeType"/>
<xs: conpl exType name="Attri buteType">
<Xs: sequence>
<xs: el ement ref="xacm :AttributeVal ue" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:attribute nane="Attributeld" type="xs:anyUR " use="required"/>
<xs:attribute name="I|ssuer" type="xs:string" use="optional"/>
<xs:attribute name="Incl udel nResult" type="xs:bool ean" use="required"/>
</ xs: conpl exType>
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The <Content> element is used to hold additional sources of attributesin free form XML document format. The

<Content> element is defined as follows:

<xs: el ement name="Content" type="xacmi : ContentType"/>

<xs: conpl exType nane="Cont ent Type"

<Xs:sequence>
<xs:any nanmespace="##any" processContents="|ax"/>

</ xs: sequence>

</ xs: conpl exType>

m xed="true">

A proposal of parameter mapping from oneM2M access decision request to XACML access decision request is shown
inthetable 6.3.1.1.2-1.

Table 6.3.1.1.2-1: Parameters of oneM2M access request mapping to XACML access decision request

oneM2M request | XACML Category XACML Content/Attributeld XACML DataType
parameter
to resource urn:oasis:names:tc:xacml:1.0:resource:resource-id xs:anyURI
fr subject urn:oasis:names:tc:xacml:1.0:subject:subject-id m2m:ID
role subject m2m:service-subcription-role m2m:SRole-ID
op action urn:oasis:names:tc:xacml:1.0:action:action-id m2m:operation
fc resource xacml:content m2m:filterCriteria
rg_time environment urn:oasis:names:tc:xacml:1.0:subject:request-time m2m:timestamp
rg_loc subject m2m:locationRegion m2m:countryCode,
m2m: circRegion
rq_ip subject urn:oasis:names:tc:xacml:3.0:subject:authn-locality:ip-  |m2m:ipv4,
address m2m:ipv6

The following is an example of using XACML decision request to express oneM2M authorization request which
contains the information of Originator identity, role occupied by the Originator, resource URI, operation on the resource
and the time of access.

<?xm version="1.0" encodi ng="UTF-8"?>
<Request xm ns="urn: oasi s: nanes: tc: xacnl : 3. 0: core: schema: wd- 17"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xsi : schemalLocati on="urn: oasi s: names: tc: xacmi : 3. 0: core: schema: wd- 17 http://docs. oasi s-
open. or g/ xacm / 3. 0/ xacm - cor e-v3- schema-wd- 17. xsd"
t ar get Nanespace="ht t p: / / ww. onen2m or g/ xnm / pr ot ocol s"
xm ns: m2ne"ht t p: / / ww. onen2m or g/ xm / pr ot ocol s"
Ret urnPol i cyl dLi st ="f al se">
<Attributes Category="urn:oasis:nanmes:tc:xacm :1.0: subject-category: access-subject">
<Attribute IncludelnResult="fal se" Attributeld="n2m|D"'>
<AttributeVal ue
Dat aType="ht t p: // www. w3. or g/ 2001/ XM_Schena#st ri ng" >/ / gl obal n2m or g/ CSE1/ 123A38Z2ZY
</ AttributeVal ue>
</ Attribute>
<Attribute |ncludel nResult="fal se" Attributel d="n2m servi ce-subcription-role">
<AttributeVal ue DataType="nm2m SRol e-1 D' >Software Managenent</Attri buteVal ue>
</ Attribute>
</ Attributes>
<Attributes Category="urn:oasis:nanes:tc:xacm :3.0:attribute-category:resource">
<Attribute |ncludel nResult="fal se"
Attributel d="urn: oasis: nanes:tc:xacm : 1. 0: resour ce: resour ce-id">
<AttributeVal ue
Dat aType="ht t p: // www. w3. or g/ 2001/ XM_Schena#anyURIl " >/ / csel. nyn2nsp. or g/ </ At tri but eVal ue>
</ Attribute>
</Attributes>
<Attributes Category="urn:oasis:names:tc:xacm :3.0:attribute-category:action">
<Attribute IncludelnResult="false" Attributeld="urn:oasis:names:tc:xacn:1.0:action:action-
id" >
<AttributeVal ue DataType="n2m operati on">Retri eve</ Attri buteVal ue>
</ Attribute>
</ Attributes>
<Attributes Category="urn:oasis:names:tc:xacm :3.0:attribute-category: environnment">
<Attribute IncludelnResult="false"
Attributel d="urn: oasis: nanmes: tc: xacm : 1. 0: envi ronnment : current - date" >
<AttributeVal ue DataType="http://ww. w3. or g/ 2001/ XM_Schena#dat e" >2010- 01- 11</ At tri but eVal ue>
</ Attribute>
</ Attributes>
</ Request >
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6.3.1.1.3 Using XACML <Response> element
In XACML an access decision request is constructed by the <Response> element and its child element: <Result>.

The <Response> element is defined as follows:

<xs: el ement nanme="Response" type="xacml : ResponseType"/>
<xs: conpl exType name="ResponseType">
<Xs: sequence>
<xs:el ement ref="xacm :Result" maxQccurs="unbounded"/>
</ xs: sequence>
</ xs: conpl exType>

The <Result> element is defined as follows:

<xs: conpl exType name="Resul t Type" >
<XS:sequence>
<xs: el ement ref="xacm : Decision"/>
<xs: el enent ref="xacm : Status" m nQccurs="0"/>
<xs: el ement ref="xacm : oligations" mnCccurs="0"/>
<xs: el ement ref="xacml : Associ at edAdvi ce" m nCccurs="0"/>
<xs:elenent ref="xacm :Attributes" m nCccurs="0" nmaxQOccurs="unbounded"/>
<xs:element ref="xacm :PolicyldentifierList" mnCccurs="0"/>
</ xs: sequence>
</ xs: conpl exType>

The meaning of these elements are;
. <Decision> element: describes the authorization decision that may be one of the following values:
- "Permit": the requested access is permitted.
- "Deny": the requested access is denied.

- "Indeterminate”: the PDP is unable to evaluate the requested access, for example missing attributes,
syntax errorsin the decision request, unable to retrieve policies, etc.

- "NotApplicable: the PDP does not have any policy that is applicable to the decision request.

e  <Status> element: indicates whether errors occurred during evaluation of the decision request and information
about the errors.

. <Obligations> element: describes alist of obligations that should be fulfilled by the PEP.
. <AssociatedAdvice> element: describes alist of advice that might be used by the PEP.

. <Attributes> element: alist of attributes that were part of the request, which may be needed to be included in
the decision response by the PEP.

. <PolicyldentifierList>: the policy used by the PDP to evaluate the decision request may be returned if the PEP
has such requirement.

The <Obligations> element can be used to pass an additional rule, policy or policy set that should be performed by the
PEP. In the oneM2M System privacy related policies that should be performed by the PEP could be passed viathe
<Obligations> element.

The <AssociatedAdvice> element can be used to provide supplemental information about an access decision. In the
oneM2M System <AssociatedAdvice> element could be used to pass various extension information to the PEP.

The following is an example of using XACML decision response to express oneM2M access response which expresses
a permitted access decision.

<?xm version="1.0" encodi ng="UTF-8"?>
<Response xm ns="urn: oasi s: nanes: tc: xacnl : 3. 0: core: schema: wd- 17"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
Xsi : schenmalLocati on="urn: oasi s: nanmes: tc: xacm : 3. 0: cor e: scherma: wd- 17
http://docs. oasi s- open. or g/ xacm / 3. 0/ xacml - cor e- v3- schema- wd- 17. xsd" >
<Resul t >
<Deci si on>Per m t </ Deci si on>
<St at us>
<St at usCode Val ue="urn:oasi s: nanes:tc: xacm : 1. 0: status: ok" />
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</ St at us>
</ Resul t >
</ Response>

6.3.1.2 Messages between PDP and PIP

6.3.1.2.1 Introduction of SAML

Security Assertion Markup Language (SAML) [i.6] isan XM L-based, open-standard data format for exchanging
authentication and authorization data between online business partners.

SAML uses assertions to exchange various security information. There are three assertions:
. Authentication assertion: it is used to exchange security information related to authentication.
e  Attribute assertion: it is used for attribute query and attribute supplement.
. Authorization assertion: it is used for sending access decision request and response.

This proposal suggests using SAML attribute query to construct the attribute request messages sent fromaPDP to a
PIP, and using SAML attribute assertion to construct the attribute response messages sent from the PIP to the PDP.

6.3.1.2.2 Using SAML <AttributeQuery> element

This clause introduce how to use SAML <AttributeQuery> to construct the Attribute Request used in the oneM2M
authorization system.

All SAML requests are derived from the abstract ReguestAbstractType complex type. This type defines common
attributes and elements that are associated with all SAML requests, through which request issuer, security information
etc. could be added in. The ReguestAbstractType complex type is defined as follows:

<conpl exType nane="Request Abstract Type" abstract="true">
<sequence>
<el ement ref="sanl:Issuer" mnCccurs="0"/>
<el ement ref="ds: Si gnature" m nCccurs="0"/>
<el ement ref="sam p: Ext ensi ons" m nCccurs="0"/>
</ sequence>
<attribute name="ID"' type="ID"' use="required"/>
<attribute name="Version" type="string" use="required"/>
<attribute name="I|ssuelnstant" type="dateTi me" use="required"/>
<attribute name="Destination" type="anyUR " use="optional "/>
<attribute name="Consent" type="anyURl" use="optional"/>
</ conpl exType>

The <SubjectQuery> element is an extension point that allows new SAML queries to be defined that specify asingle
SAML subject. Its SubjectQueryAbstractType complex type adds the <saml:Subject> element to RequestAbstractType.
the <SubjectQuery> element and its SubjectQueryAbstractType complex type are defined as follows:

<el ement name="Subj ect Query" type="samnl p: Subj ect Quer yAbst ract Type"/>
<conpl exType nane="Subj ect Quer yAbstract Type" abstract="true">
<conpl exCont ent >
<ext ensi on base="sanl p: Request Abstract Type" >
<sequence>
<el ement ref="sanml : Subject"/>
</ sequence>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

In SAML the <AttributeQuery> element is used to request attributes about a given subject from an attribute provider. A
successful response will be in the form of assertions containing attribute statements. This element is of type
AttributeQueryType, which extends SubjectQueryAbstractType with the addition of the following element:

<el ement name="AttributeQuery" type="sam p: Attri buteQueryType"/>
<conpl exType name="Attri but eQueryType">
<conpl exCont ent >
<ext ensi on base="sanl p: Subj ect Quer yAbstract Type" >
<sequence>
<el ement ref="sanl:Attribute" m nQccurs="0" naxQccurs="unbounded"/>
</ sequence>
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</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

The <Attribute> element is used to describe the name and/or value of the requested attribute. The <Attribute> element
is defined as follows:

<el ement name="Attribute" type="sam :AttributeType"/>
<conpl exType nane="Attri buteType">
<sequence>
<el ement ref="sanl:AttributeVal ue" mnCccurs="0" maxCccur s="unbounded"/>
</ sequence>
<attribute name="Nanme" type="string" use="required"/>
<attribute name="NanmeFormat" type="anyURl" use="optional"/>
<attribute name="Friendl yName" type="string" use="optional"/>
<anyAttri bute nanespace="##ot her" processContents="1ax"/>
</ conpl exType>

Thefollowing is an example of using SAML AttributeQuery assertion to retrieve an AE's Service Subscription Roles.
In this example the issuer of the attribute query is a PDP; the attribute authority is a PIP. The attribute requester is
described in <Issuer> element, the attribute owner is described in <Subject> element, and requested attribute is
described in <Attribute> element.

<saml p: Attri but eQuery
m ns: sam ="urn: oasi s: nanes: tc: SAML.: 2. 0: assertion"
xm ns: sam p="urn: oasi s: names: tc: SAM.: 2. 0: prot ocol "
tar get Nanmespace="ht t p: / / ww. onen2m or g/ xm / pr ot ocol s"
xm ns: m2m="ht t p: / / www. onen2m or g/ xmi / pr ot ocol s"
| D="hh89023- khl 4580- wds2330"
Ver si on="2. 0"
I ssuel nstant =" 2015- 09- 10T13: 25: 30" >
<I--Attribute requester, for exanple a PDP-->
<sani : | ssuer Fornmat="n2m |D"'>
[/ m2m prov. com CSE3219/ C9886
</sam : | ssuer >
<!--the subject whose attributes are required, for exanple an AE-->
<sam : Subj ect >
<sam : Nanel D For mat ="n2m | D" >
/1 m2m t hi ngs. conl ab3f 124a/ Ca2ef b3f 4
</ sam : Nanel D>
</ sanl : Subj ect >
<l--the attribute is requested, for exanple the Service Subscription Role-->
<sam : Attribute
NameFor mat =" ur n: oasi s: names: t c: SAML: 2. 0: att r nane- f or mat : unspeci fi ed"
Nane="n2m SRol e- | D'
Fri endl yNane=" Servi ce Subscription Role">
</sam : Attri bute>
</sam p: Attribut eQuery>

6.3.1.2.3 Using SAML <Assertion> element

This clause introduces how to use SAML <Assertion> and <AttributeStatement> to construct the Attribute Response
used in the oneM2M authorization system.

The <Assertion> element is of the AssertionType complex type. Thistype specifies the basic information that is
common to all assertions. The RequestAbstractType complex typeis defined as follows:

<el ement name="Assertion" type="sanl:AssertionType"/>
<conpl exType nane="AssertionType">
<sequence>
<el ement ref="sanl :|ssuer"/>
<el ement ref="ds: Si gnature" m nCccurs="0"/>
<el ement ref="sanm : Subject" m nCccurs="0"/>
<el enent ref="sam : Conditions" m nQccurs="0"/>
<el enent ref="sanm : Advice" m nCccurs="0"/>
<choi ce m nCccurs="0" maxCccur s="unbounded" >
<el enent ref="sanl: Statenment"/>
<el enent ref="sanl: Aut hnSt at enent"/>
<el ement ref="saml : Aut hzDeci si onSt at ement "/ >
<el ement ref="sam : Attri buteStatement"/>
</ choi ce>
</ sequence>
<attribute name="Version" type="string" use="required"/>
<attribute name="1D"' type="ID"' use="required"/>
<attribute name="I|ssuelnstant" type="dateTi me" use="required"/>
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</ conpl exType>

The <AttributeStatement> element describes a statement by the SAML authority asserting that the assertion subject is
associated with the specified attributes. The AttributeStatementType complex typeis defined as follows:

<el ement name="AttributeStatement" type="saml :AttributeStatenmentType"/>
<conpl exType name="Attri but eSt at ement Type" >
<conpl exCont ent >
<ext ensi on base="sanl : St at ement Abstract Type" >
<choi ce maxCccur s="unbounded" >
<el ement ref="sanl:Attribute"/>
<el ement ref="sam : EncryptedAttribute"/>
</ choi ce>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

Thefollowing is an example of using SAML assertion and AttributeStatement to return an AE's Service Subscription
Roles. In this example the issuer of the attribute query is a PDP; the attribute authority is a PIP. The attribute provider is
described in <Issuer> element, and the value of the requested attribute is described in <AttributeStatement> element.

<sanl : Assertion
xm ns: sam ="urn: oasi s: nanes: tc: SAM.: 2. 0: assertion"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns: ds="http://ww. w3. or g/ 2000/ 09/ xmi dsi g#"
t ar get Nanespace="ht t p: / / ww. onen2m or g/ xnl / pr ot ocol s"
xm ns: m2m="ht t p: / / www. onen2m or g/ xmi / pr ot ocol s"
| D="889967abd9847ghj 986876k222"
Ver si on="2. 0"
I ssuel nstant =" 2015-09-07T14: 25: 23" >
<samnl : | ssuer >/ / www. m2npr ovi der. comf C3219</ sam : | ssuer >
<sanl : Subj ect >
<sam : Nanel D For mat ="n2m | D' >
/I m2m t hi ngs. conl ab3f 124a/ Ca2ef b3f 4
</ sam : Nanel D>
</ sanl : Subj ect >
<sam : Attri but eSt at ement >
<sam : Attribute
NameFor mat =" ur n: oasi s: nanmes: tc: SAM.: 2. 0: attrnane- f or mat : unspeci fi ed"
Nane="n2m SRol e- | D'
Fri endl yName="Servi ce Subscription Rol e">
<sam : Attri buteVal ue xsi:type="xs:string">01-001</sam : Attri buteVal ue>
</sam : Attri bute>
</sam : AttributeStatenment>
</sam : Assertion>

6.4 Implementing Role Based Access Control

6.4.1 Introduction of Role Based Access Control

The essence of Role Based Access Control (RBAC) isthat permissions are assigned to roles rather than to individual
users. Roles are created for various job functions, and users are assigned to roles based on their qualifications and
responsibilities. Users obtain the corresponding permissions through assigned appropriate roles. Users can be easily
reassigned from one role to another without modifying the underlying access structure.

The RBAC reference model [i.3] defined by ANSI is shown in figure 6.4.1-1. This reference model comprises four
model components-Core RBAC, Hierarchical RBAC, Static Separation of Duty Relations, and Dynamic Separation of
Duty Relations. The characteristics of these models are:

. Core RBAC defines aminimum collection of RBAC elements, el ement sets, and relationsin order to
completely achieve a Role-Based Access Control system. Core RBAC includes sets of five basic data elements
called users (USERS), roles (ROLES), objects (OBS), operations (OPS), and permissions (PRMS). The RBAC
model as awholeis fundamentally defined in terms of individual users being assigned to roles and permissions
being assigned to roles. As such, arole is a means for naming many-to-many relationships among individual
users and permissions. In addition, the core RBAC model includes a set of sessions (SESSIONS) where each
session is a mapping between a user and an activated subset of roles that are assigned to the user.
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6.4.2

Hierarchical RBAC component adds relations for supporting role hierarchies (RH). Role hierarchies define
inheritance relations among roles, whereby senor roles acquire the permissions of their juniors and junior roles
acquire users of their seniors.

Static Separation of Duty (SSD) Relations are used to prevent users from obtaining conflicting rolesin both
the presence and absence of role hierarchies.

Dynamic Separation of Duty (DSD) Relations are used to prevent users from activating conflict rolesin a

--------- s
Role Hierarchy

session.

Permission
Assignment

(UA)
User Assignment

user_sessions session-roles

Figure 6.4.1-1: ANSI Role Base Access Control Model

General procedure of user-role assignment and role use

The general procedure of assigning role to an Originator and the originator uses the assigned role to access resource is
shown in the figure 6.4.2-1 and described as follows:

1)

2)

3)

4)
5)

6)

7)
8)

9)

An Originator sends arole token request to a token authority, which includes the role application information
that describes what roles the Originator wants to apply.

The token authority checks the user-role assignment policies to determine if the requested roles can be
assigned to the Originator. If it is permitted, the token authority issues an access token which contains the
requested roles to the Originator.

The token authority sends the issued access token to the Originator.
The Originator sends a resource access request to a Hosting CSE, in which the issued access token is included.

The Hosting CSE (PEP in the Hosting CSE) generates an access decision request according to the Originator's
resource access request, and then sends the request to a PDP, in which the access tokens of the Originator are
included. The targeted PDP may be in the Hosting CSE or another CSE.

The PDP verifies the access tokens in the access decision request, extracts the roles from the valid access
tokens, and then evaluates the applicable access control policies against the access decision request, including
the roles for making an access control decision.

The PDP sends the access control decision via an access decision response to the Hosting CSE.

The Hosting CSE enforces the access control decision, i.e. either performs the resource access on behalf the
Originator or denies the resource access.

The Hosting CSE returns the result of resource access back to the Originator.
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| |
| |
| |

Figure 6.4.2-1: General procedure of role issue and use

Solutions of implementing Role Based Access Control

Proposal 1: Solution of supporting Role Based Access Control

1 Role Based Access Control architecture

Figure 6.4.3.1.1-1 provides a high level overview of the Role Based Access Control architecture in the oneM2M
System. This architecture comprises a new defined entity that is described as follows:

Role Authority: It is responsible for assigning roles to an Originator according to role assignment policies.
Role tokens that contain the assigned roles may a so be issued by the Role Authority. Role token can provide
integrity and/or confidentiality protection for its content. The Originator can be an AE or aCSE. Therole
assignment policies are however out of scope of the present document.
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Figure 6.4.3.1.1-1: Role Based Access Control architecture

The generic RBAC procedure is shown in figure 6.4.3.1.1-1 and described as follows:

Step 001:
Step 002:

Step 003:

Step 004:
Step 005:
Step 006:
Step 007:

Step 008:

6.4.3.1.2

An Criginator applies for arole from a Role Authority.

The Role Authority checksiif the role can be assigned to the Originator according to role
assignment policies and issues the role to the Originator.

The Role Authority create a <role> resource that is used to store the role information under the
Originator's registration resource in the Originator's Registrar CSE.

The Originator retrieves assigned roles from its registration resource.
The Originator sends a resource access request in which roles are included to the Hosting CSE.
The Hosting CSE sends an access decision reguest to a PDP.

The PDP may need to retrieve role information of the Originator from the Originator's registration
resource.

The PDP verifies the Originator's role and makes an access control decision according to access
control policies and roles.

Role token structure

The structure of role token is shown in figure 6.4.3.1.2-1, it contains the following data fields:

° version: version of the token format.

e  tokenlD: unique ID of the token.

. holder: ID of the token holder.

° issuer: ID of the token issuer.

° startTime: token valid from thistime.
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. expiryTime: token expired after thistime.

e  roleType: distinguish between different types of roles, e.g. M2M Service Roles or some other types of roles
defined by M2M Application Service Providers.

. roleName: human readable name of the role.

e  appCategories: List of M2M application identities that specify in which applications this role could be used for
access control.

° role: ID of therole.

. extensions: Information defined and used by a specific application.

Role Token

Role Token Security Mechanism

version

tokenlD

holder

issuer

startTime

expiryTime

roleType

roleName

appCategories

role

extensions

Figure 6.4.3.1.2-1: Structure of role token

6.4.3.1.3 Resource type role

The <role> resource represents arole assigned an AE or CSE. It isthe child resource of an <AE> resource or a
<remoteCSE> or directly under the <CSEBase> resource of the IN-CSE. One can get the information about what roles
are assigned to an AE or a CSE through retrieving <role> resources under its <AE> resource or <remoteCSE> resource
or the <CSEBase> resource of the IN-CSE.

An <AE> resource or a <remoteCES> or the <CSEBase> resource of the IN-CSE could have zero or multiple <role>
child resources.

ETSI



oneM2M TR-0016 version 2.0.0

N

9 ETSI TR 118 516 V2.0.0 (2016-09)

<role>

rolelD

issuer

startTime

expiryTime

LI L

/Jj
(A 2 N A D2 N D N2

roleType

roleName

appCategory

tokenValue

©
5
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Figure 6.4.3.1.3-1: Structure of <AE>resource
The <role> resource should contain the child resources specified in table 6.4.3.1.3-1.

Table 6.4.3.1.3-1: Child resources of <role>resource

Chllgfl'\;?(sjloeu;ces Child Resource Type |Multiplicity Description Re<s,r(())lljer2ec¢3l/lges
[variable] <subscription> 0..n See clause 9.6.8 of ETSI [variable]

TS 118 101 [i.1] where the
type of this resource is
described.

The <role> resource should contain the attributes specified in table 6.4.3.1.3-2.
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Table 6.4.3.1.3-2: Attributes of <role>resource

RW/
Attributes of <role> Multiplicity RO/ Description
WO

resourceType 1 RO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described.

resourcelD 1 RO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described.

resourceName 1 WO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described.

parentiD 1 RO See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described.

expirationTime 1 RW See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described.

accessControlPolicylDs 0..1(L) RW See clause 9.6.1.3 of ETSI TS 118 101 [i.1] where this
common attribute is described. If no accessControlPolicylIDs is
given at the time of creation, the accessControlPolicylDs of the
parent resource is linked to this attribute.

creationTime 1 RO See clause 9.6.1.3 where this common attribute is described.

labels 0..1 (L) RW See clause 9.6.1.3 where this common attribute is described

lastModifiedTime 1 RO See clause 9.6.1.3 where this common attribute is described.

rolelD 1 RW The identifier of the role.

issuer 1 RW The identifier of the role issuer.

startTime 1 RW Start time/date of the role can be used for access control.
This attribute is mandatory for all role resources.

expiryTime 1 RW End time/date of the role can be used for access control.
This attribute is mandatory for all role resources.

roleType 0.1 RW Distinguish between different types of roles, e.g. M2M Service
Roles defined by M2M Service Providers, roles defined by
M2M Application Service Providers in their specific M2M
applications.

roleName 0.1 RW Human readable name of the <role>.

appCategory 0.1 RW Specify this role should be used for access control in which
M2M application. The holder of the role could use this
information to select applicable role for a resource access.

tokenValue 0.1 RW Used to store a role token that contains the ID of a role that is
assigned to the Originator. The role ID in the role token should
be equal to the rolelD attribute.

6.4.3.1.4 Role Based Access Control procedure without using role tokens

The general procedure of Role Based Access Control without using role tokens is shown in the figure 6.4.3.1.4-1 and
described as follows:

Pre-configuration for the role issuance:
. The Originator has registered to the Registrar CSE.
Procedure of role token issuance and use:

1) The Originator sends arole application request to the Role Authority. This step may not be needed in some
cases.

2) TheRole Authority first checksif the applied role can be assigned to the Originator. If it is permitted, the Role
Authority issues arole to the Originator.

3) TheRole Authority sends a <role> resource creation request to the Originator's <AE>/<remoteCSE> resource
whichisin the Registrar CSE. The role assigned to the AE/CSE and the information pertaining to the role are
included in the request.

4)  The Registrar CSE checks the access control policies to determine if the Role Authority has the privilege of
creating <role> resource in the target <AE>/<remoteCSE> resource. If it is permitted, the Registrar CSE
creates the <role> resource.

ETSI



oneM2M TR-0016 version 2.0.0 31 ETSI TR 118 516 V2.0.0 (2016-09)

5) TheRegistrar CSE returns the result of <role> resource creation back to the Role Authority.

6) The Role Authority returns the result of role issuance back to the Originator. The response may or may not
contain the issued role and the information pertaining to this role.

7)  The Originator sends a <role> resource retrieve request to its <AE>/<remoteCSE> resource in the Registrar
CSE in order to get the assigned roles.

8) The Registrar CSE returns the retrieved <role> resources back to the Originator.

9) The Originator selects applicable roles according to the appCategory attribute of <role> resources, and
includes them into the request sent to the Hosting CSE. The included role information should contain at least
theroleID.

10) ThePEP inthe Hosting CSE generates an access decision request according to the request of the Originator,
and sends the request to a PDP. The role information received from the Originator should be included in the
request.

11) The PDP sends arole attribute request to a PIP in order to get the role information using the role ID, and the
PIP further sends a <role> resource retrieve request to the Registrar CSE of the Originator. The PDP may
directly send a <role> resource retrieve request to the Registrar CSE of the Originator instead of viaaPIP.

12) The Registrar CSE retrieves the <role> resource in the target <AE>/<remoteCSE> resource according to the
role 1D, and returns the <role> resource back to the PIP or directly back to the PDP.

13) Based ontheroleinformation received from the Registrar CSE, the PDP checksif the role included in the
access decision request is really assigned to the Originator and is till valid currently.

14) The PDP evaluates the resource access request of the Originator using access control policies and roles
assigned to the Originator for making an access control decision.

15) The PDP returns the access control decision back to the PEP.

16) The Hosting CSE enforces the access control decision, i.e. either performs the resource access on behalf the
Originator or denies the resource access.

17) TheHosting CSE returns the result of resource access back to the Originator.
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Figure 6.4.3.1.4-1: Procedure of Role Based Access Control without using role tokens

6.4.3.1.5 Role Based Access Control procedure using role tokens

The general procedure of Role Based Access Control using role tokensis shown in the figure 6.4.3.1.5-1 and described
asfollows:

Pre-configuration for the token issuance:

e  TheOriginator has registered to the Registrar CSE.

. The Role Authority has provided the security credentials used for verifying role tokens to the PDP.
Procedure of role token issuance and use:

1) The Originator sends arole application request to the Role Authority. This step may not be needed in some
cases.

2) TheRole Authority first checksif the applied role can be assigned to the Originator. If it is permitted, the Role
Authority issues arole token that contains the applied role to the Originator.

3) TheRole Authority sends a <role> resource creation request to the Originator's <AE>/<remoteCSE> resource
whichisin the Registrar CSE. The role token issued to the AE/CSE and information pertain to the token are
included in the request.

4) TheRegistrar CSE checks the access control policiesto determine if the Role Authority has the privilege of
creating <role> resource in the target <AE>/<remoteCSE> resource. If it is permitted, the Registrar CSE
creates the <role> resource.

5) TheRegistrar CSE returns the result of <role> resource creation back to the Role Authority.
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6) TheRole Authority returns the result of token issuance back to the Originator. The response may or may not
contain the issued token and information pertaining to this role token.

7)  The Originator sends a <role> resource retrieve request to its <AE>/<remoteCSE> resource in the Registrar
CSE in order to get the assigned role tokens.

8) TheRegistrar CSE returns the retrieved <role> resources back to the Originator.

9) The Originator selects applicable roles according to the appCategory attribute of <role> resources, and
includes them into the request sent to the Hosting CSE. The included role information should contain at |east
theroleID or role token.

10) The PEPinthe Hosting CSE generates an access decision request according to the request of the Originator,
and sends the request to a PDP. The role information received from the Originator should be included in the
request.

11) Incaseonly roleID isincluded in the access decision request, the PDP sends a role attribute request to a PIP
in order to get the role information using the role ID, and the PIP further sends a <role> resource retrieve
request to the Registrar CSE of the Originator. The PDP may directly send a <role> resource retrieve request
to the Registrar CSE of the Originator instead of viaaPIP. In case arole token isincluded in the access
decision request, the PDP skips this step and the next step.

12) The Registrar CSE retrieves the <role> resource in the target <AE>/<remoteCSE> resource according to the
role 1D, and returns the <role> resource back to the PIP or directly back to the PDP.

13) The PDP verifiesthe received role token, the verification includes. the token isissued by avalid Role
Authority and is still valid. If the token passes the verification, the PDP extracts the role from the token.

14) The PDP evaluates the resource access request of the Originator using access control policies and roles
assigned to the Originator for making an access control decision.

15) The PDP returns the access control decision back to the PEP.

16) The Hosting CSE enforces the access control decision, i.e. either performs the resource access on behalf the
Originator or denies the resource access.

17) The Hosting CSE returns the result of resource access back to the Originator.
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Figure 6.4.3.1.5-1: Procedure of Role Based Access Control using role tokens

Implementing Attribute Based Access Control

Introduction of Attribute Based Access Control

The essence of Attribute Based Access Control (ABAC) isthat accesses are granted to resources based on the attributes
of requester, resources and environment conditions. In [i.4] the ABAC is defined as. an access control method where
subject requests to perform operations on objects are granted or denied based on assigned attributes of the subject,
assigned attributes of the object, environment conditions, and a set of policiesthat are specified in terms of those
attributes and conditions.

According to [i.4], the core ABAC mechanism could be shown as figure 6.5.1-1. The major elements of ABAC are;

Attributes are characteristics of the subject, object, or environment conditions. Attributes contain information
given by a name-value pair.

A subject isahuman user or non-person entity, such as a device that issues access requests to perform
operations on objects. Subjects are assigned one or more attributes.

An object isasystem resource for which accessis managed by the ABAC system, such as devices, files,
records, tables, processes, programs, networks, or domains containing or receiving information. It can be the
resource or requested entity, as well as anything upon which an operation may be performed by a subject
including data, applications, services, devices, and networks.
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. An operation isthe execution of afunction at the request of a subject upon an object. Operations include read,
write, edit, delete, copy, execute, and modify.

e  Anaccesscontrol policy isthe representation of rules or relationships that makesit possible to determine if a
reguested access should be allowed, given the values of the attributes of the subject, object, and possibly
environment conditions.

. Environment conditions. operational or situational context in which access requests occur. Environment
conditions are detectable environmental characteristics. Environment characteristics are independent of subject
or object, and may include the current time, day of the week, location of a user, or the current threat level.

Access .
Environment
Control ..
.. Conditions
Policies
\ ] \/
ABAC
Subject »  Mechanism »  Object
(PEP, PDP)
A A
Subject Object
Attributes Attributes

Figure 6.5.1-1: NIST Core ABAC Mechanism

Besidesthe ABAC data elements defined in [i.4], the ABAC model used in the oneM2M System should includes a set
of sessions where each session is a mapping between a subject and an activated subset of attributes that are assigned to
the subject. In the oneM2M System the subject attributes used by the ABAC mechanism for making an access control
decision are those attributes which are activated in a session.

6.5.2 General procedure of Attribute Based Access Control
Attributes may be statically or dynamically assigned to the Originator:

e  Statically assigned attributes: A PIP is configured with attributes that are statically assigned to the Originator.

. Dynamically assigned attributes: The Originator presents atoken (with the request) which lists the attributes to
be dynamically assigned to the Originator for that request.

The general procedure of ABAC inoneM2M System is shown in the figure 6.5.2-1 and described as follows:

1) (Stepslto 3areapplicableonly if the Originator intends the PDP to consider dynamically assigned attributes).
An Originator sends an access token request to atoken authority describing the attributes the Originator wants

to apply.

2) Thetoken authority checks the access token issuing policiesto determine if the requested attributes can be
assigned to the Originator. If it is permitted, the token authority issues an access token which contains the
requested attributes for the Originator.

3) Thetoken authority sends the issued access token to the Originator.
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4)  The Originator sends a resource access request to a Hosting CSE, including (if applicable) the issued access
tokens.

5) TheHosting CSE (PEP in the Hosting CSE) generates an access decision request according to the Originator's
resource access request, and then sends the request to a PDP, including (if applicable) the access tokens. The
targeted PDP may be in the Hosting CSE or another CSE.

6) The PDP retrieves the applicable access control policies, verifies the access tokensin the access decision
request and extracts the attributes from the valid access tokens.

7) The PDP may send an attribute request to a PIP in order to obtain the attributes related to the Originator and/or
the targeted resource.

8) ThePIP returns the requested attributes to the PDP.

9) The PDP evauates the applicable access control policies against the access decision request including the
attributes of the Originator and resource to make an access control decision.

10) The PDP sends the access control decision via an access decision response to the Hosting CSE.

11) The Hosting CSE enforces the access control decision, i.e. either performs the resource access on behalf the
Originator or denies the resource access.

12) The Hosting CSE returns the result of resource access back to the Originator.

Originator Token Authority Hosting CSE (PEP) PDP (in a CSE) PIP (in a CSE)

1:Access token request

|
|
N
|
|

2:Check access token issuing policies and
issue access tokens

3:Access token response

4:Access request with access token

A ..
5:Access decision request

N

6:Retrieve access control policies

7:Attribute request

8:Attribute response

I
|
|
I
|
|
K
|
|

9:Make access control decision

10:Access decision response

K
|

e JEd

-

12:Access response

L N ___
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I

I

1

|
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. |
11:Enforce access control decision| :
I

I

I
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Figure 6.5.2-1: General procedure of ABAC in oneM2M System
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6.5.3 Solutions of implementing Attribute Based Access Control
There are two means for the oneM2M System to support ABAC policies:
. Using Extensible Access Control Markup Language (XACML) [i.5] that is consistent with ABAC.

. Using user specified access control policy language to express ABAC policies as described in clause 7.

7 Supporting user specified access control policies

7.1 Issues

According to the description in clause 9.6.2 of ETSI TS 118 101 [i.1] and in clause 7.1 of ETSI TS 118 103 [i.2], the
current authorization solution does not support heterogeneous access control policies. Asit is difficult to predicate al
the authorization requirements of the oneM2M system and then design a versatile authorization system to satisfy all
authorization requirements, it is reasonable for the oneM2M access control system to support user-defined access
control mechanisms and/or access control policy languages.

7.2 Solutions

7.2.1 Proposal 1: Solution of supporting heterogeneous access control
policies
7.21.1 Introduction

This clause describes a solution that extends the current oneM2M authorization system to support heterogeneous access
control policies.

In the oneM2M authorization system there are two types of access control policies. One typeis evaluated in PDP,
another typeis enforced in PEP such as privacy related access control policies. Access control policies enforced in PEP
is also called obligation policy.

7.21.2 Redefined resource type accessControlPolicy

The redefined <accessControl Policy> resource is shown in the figure 7.2.1.2-1.
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<accessControlPolicy>

0.1
privileges ]

selfPrivileges ]

0..n -
<subscription>
0..1 .
4[ policyRef ]

policyCategory ]

policyType ]

Figure 7.2.1.2-1: Redefined <accessControlPolicy> resource

In the redefined <accessControl Policy> resource the modified and the new defined attributes are specified in
table 7.2.1.2-1.

Table 7.2.1.2-2: New defined/modified attributes of <accessControlPolicy> resource

. RW/ ;
Attributes of S L <accessControlPoli
<accessControlPolicy> TR \Ffv%/ Rl cyAnnc> Attributes
privileges 0.1 RW A set of access control rules that applies |MA
to resources referencing this
<accessControlPolicy> resource using
the accessControlPolicyID attribute.
policyRef 0.1 RW A reference to an access control policy, MA
from which access control policy can be
retrieved.
policyCategory 0.1 RW PDP uses this attribute for selecting a MA

suitable policy evaluator to evaluate the
access control policy specified in
privileges or policyRef attribute.

policyType 1 RW This attribute indicates the access control MA
policy specified in policyRef attribute
should be evaluated in a PDP orin a
PEP.

7.21.3 Generic procedure of evaluating heterogeneous access control policies

The generic procedure of evaluating heterogeneous access control policiesis shown in figure 7.2.1.3-1 and described as
follows:

e  Theprocessin PRP:

- The PRP generates two policy sets named as ACPSet and ObligationSet respectively. The ACPSet is
used for keeping the access control policies enforced by a PDP. The ObligationSet is used for keeping
the obligation policies enforced by a PEP.

- The PRP retrieves al applicable access control policies according to an access control policy request.

- The PRP puts the applicable policies that should be enforced by the PDP into the ACPSet, and puts the
applicable policies that should be enforced by the PEP into the ObligationSet.

- The PRP returns both ACPSet and ObligationSet back to the PDP via an access control policy response.
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- The PDP evaluates an access control decision request against the policies stored in the ACPSet, and
makes an access control decision.

- If the result of policy evauation is " permit" and the ObligationSet is not empty, the PDP should return
both the access control decision and the ObligationSet back to the PEP, otherwise only the access control
decision should be returned back to the PEP via an access control decision response.

The processin PEP:

- The PEP enforces the access control decision, and fulfills the obligation policiesin the ObligationSet if
they accompany the access control decision.

<accessControlPolicy>

<accessControlPolicy>

Access

Requester

<accessControlPolicy>

Policy
Retrieval
Point
(PRP)

N
7

Access Control Policies

or Obligation Policies

A

Obligation

Policy
| |
—
Policy Enforced in
Access Request Enforcement | Resource Access
’ . Resource
Point
(PEP)
Access
Decision Decision | [ Control Obligation|
Request Response Decision Policy
Policy Request Policy Attribute Request Policy
< Decision P [nformation
- Point < Point
Policy Response (PDP) Attribute Response (PIP)

Access
Control
Policy

Obligation
Policy

\

Making
Access
Control
Decision

Figure 7.2.1.3-1: Generic procedure of evaluating heterogeneous access control policies

8.1

8.1.1

Investigating existing access control policy
languages and proposals

Proposal 1: Using XACML

Introduction

eXtensible Access Control Markup Language (XACML) [i.5] isan XML-based access control language defined by the
Organization for the Advancement of Structured Information Standards (OASIS). XACML access control framework

conforms to the Attribute Based Access Control (ABAC).
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8.1.2 Detailed descriptions

XACML policy structureis shown in figure 8.1.2-1, and described as follows.

Policy Set

Target

Policy Combining Algorithm

Policy-1

Policy-n

Policy set-1

Policy set-n

Figure 8.1.2-1: XACML policy structure

Structural elements

Policy

Target

Rule Combining Algorithm

Rule-1

Rule-n
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Rule

Target

XACML is structured into 3 levels of elements:

. Policy set: It isthetop level of a XACML policy. A policy set may contain the following components:

- atarget;

- a policy-combining algorithm-identifier;

- aset of policies;
- aset of policy sets;
- obligation expressions;

- advice expressions.

. Policy: It is used to organize a set of rules. A policy may contain the following components:

- atarget;

- arule-combining algorithm-identifier;

- aset of rules;

obligation expressions;

- advice expressions.

. Rule: It isthe most elementary unit of policy. A policy set may contain the following components:

- atarget;
- an effect;

- acondition;
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- obligation expressions,
- advice expressions.
Targets

Policy set, policy and rule can al contain target elements. Target is basically a set of simplified conditions for the
subject, resource, and action that should be met for a policy set, policy or rule to apply to a given request. Once a policy
set, policy or ruleisfound to be applicable to a given request, the policies contained in the policy set, rules contained in
the policy or the rule are evaluated to determine the access decision.

The structure of target is shown in figure 8.1.2-2. Each target may contain one to multiple matches, and each match
contains one match function and two match values. One match value is preset in the rule, the other is obtained form a
given request.

Target

Match

Match-1

Match-2

Match-n

Figure 8.1.2-2: XACML target structure

Conditions
Conditions only exist in rules. It is used to check in which condition arule can be used to evaluate a request.

The structure of condition is shown in figure 8.1.2-3. Each condition may contain one to multiple applies, and each
apply contains one apply function and two match values. These match values could be preset in the rule or obtained
dynamically, e.g. current time, |P address and so on.

Condition

Apply

Apply-1

Apply-2 |

Apply-n

Figure 8.1.2-3: XACML condition structure
Attributesand categories
The values contained in the targets, match, apply and request are organized into four categories:
. Subject: It isthe entity requesting access. A subject has one or more attributes.
o Resource: It is a data, service or system component. A resource has one or more attributes.
. Action: It defines the type of access requested on the resource. Actions have one or more attributes.
. Environment: It provides additional information, e.g. current time.
Effect

Effect is the intended consequence of the satisfied rule. It can either take the value Permit or Deny.
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Obligations

An operation specified in arule, policy or policy set which is provided to the PEP with the decision of the PDP. The
PEP should perform it in conjunction with the enforcement of an authorization decision.

Advice

A supplementary piece of information in arule, policy or policy set which is provided to the PEP with the decision of
the PDP. In contrast to obligations, advice may be safely ignored by the PEP.

Combining algorithms

XACML defines two categories of combining algorithms that can be used to combine multiple rules or policies
respectively. The rule combining a gorithm defines a procedure for arriving at an access decision given the individual
results of evaluation of a set of rules. Similarly, the policy combining a gorithm defines a procedure for arriving at an
access decision given the individual results of evaluation of a set of policies.

Request
A request can carry the following information:
. Subject attributes.
. Resource attributes.
. Action attributes.
. Environment attributes.
Response
A response can carry the following information:
. Decision.
. Status.
e  Obligations.

. Advice.

8.1.3 Evaluation

From the perspective of the access control policy specification XACML has the following advantages and
disadvantages.

Advantages.
. XACML isan access control policy language designed for all organizations.

. A standardized approach to authorization. Access control policies expressed in XACML are interoperable
between different access control implementation by multiple vendors.

. The XACML model supports the separation of the access decision from the point of use. Authorization
agorithms can be removed from the application logic of individual information systems.

. XACML conforms to the Attribute Based Access Control (ABAC).

. Role-based access control (RBAC) can be implemented in XACML.

. Support fine-grained access control.

e  Anaccess control system that supports XACML can be reused in other access control systems.

. XACML is extensible through defining new attribute identifiers, data types, policy combing algorithms, rule
combing algorithms and functions of match or apply.
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Disadvantages.
. XACML isverbose and complex in some ways.
. XACML does not standardize the interactions involving PAP and PIP.
. XACML does not standardize the policy administration and versioning.

. XACML does not support the specification of purpose or intent which is often associated with a privacy
policy.

. XACML does not support dynamic authorization.

e  Thereissome adoption, including large enterprises, but not broad, though commercial support is existent.
Recommendation:
For the reasons listed below, we should consider using XACML in the oneM2M system:

. XACML is astandardized access control policy language.

. Thereis no aternative to XACML for describing ABAC policy currently.

oneM2M Profile of XACML should be developed in order to achieve the interoperability in the oneM2M System.

8.2 Evaluation of oneM2M access control rule

8.2.1 Introduction

The descriptive ability of current oneM2M access control rule is evaluated in the following clauses.

8.2.2  Application scenario description

The oneM2M application scenario is shown in figure 8.2.2-1. CSE1isa CSE. AE1 and AE2 are AE. Both AE1 and
AE2 register to CSEL1. CONT1 is a <container> resource in CSE1.

1: Subscription

A

2: Create <contentlnstance> 3: Notification
AE1 > <°(%"I‘ET11> > AE2

4: Retrieve <contentinstance>

»
|

Figure 8.2.2-1: An oneM2M application scenario

In thisoneM2M application AEL and AE2 share datathrough CONT1 in CSE1. AEL writes datainto CONT1 through
create <contentlnstance> resources, and AE2 reads data from CONT 1 through retrieve <contentl nstance> resources
from CONTL1.

The basic procedure is:

1) AE2 makes asubscription to CONT1 in order to get notifications when new <contenlnstance> resources are
created in CONT1.

2)  AE1 creates a <contentlnstance> resource in CONT1.
3) CSE1 notifies AE2 after AEL has created a <contentlnstance> resource in CONT1.

4)  AE2 retrieve the new created <contentlnstance> resource from CONT1.
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8.2.3 Access control rules and evaluation

Theresource treein CSE1 is shown in figure 8.2.3-1. ACP1 is a <accessControl Policy> resource. ACP1 is associated to
CONT1 through the accessControl Policyl Ds attribute of CONT1.

<CSEBase>
(CSE1)

4( other attributes j

other sub-resources

<AE1>

<AE2>

<ACP1>

<CONT1>

other attributes )

other sub-resources
HaccessControlPolicles)
0.n

<container>

0.n

<contentlnstance>

0..n

<subscription>

Figure 8.2.3-1: An example of resource tree

What we expect in access control are:
1) AELI can create <contentlnstance> resourcesin CONT1.
2)  AE1 cannot create any other types of resources except <contentlnstance> resourcesin CONT1.

3) AE2 can create <subscription> resources for notifications about the change of <contentlnstance> resourcesin
CONTL1.

4)  AE2 cannot create any other types of resources except <subscription> resourcesin CONT1.
5)  AE2 can retrieve <contentlnstance> resourcesin CONT 1.
6) AE2 cannot retrieve any other types of resources except <contentlnstance> resourcesin CONT 1.

In order to permit AEL to create <contentlnstance> resource and AE2 to create <subscription> resourcein CONT1, the
following rule should be applied.

Rule-1: [(AE1, AE2), (Create), ()]
However what we get is:

e  AE1 and AE2 can create any child resourcesin CONT1. For example, both AE1 and AE2 can create
<container> resources, and AE1 can create <subscription> resources. These are not what we expected.
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In order to permit AE2 to retrieve <contentlnstance> resources in CONT1, the following rule should be applied.
Rule-2: [(AE2), (Retrieve), ()]
However what we get is:

e  AE2 can retrieve any attributes and/or child resourcesin CONT1. For example, AE2 can retrieve <container>
resourcesif they do not have extra access control policies for their own, retrieve accessControlPolicyl Ds
attribute. These are not what we expected.

8.2.4 Conclusion

. More descriptive access control rules should be devel oped so that fine grained access control could be
supported by the oneM2M System.

8.3 Proposal of new access control rule format

8.3.1 Introduction

This clause proposes a new access control rule format that can provide more expressive than the current access control
rule format. The new rule format is an extension of the old one.

8.3.2 Rule format

8321 Introduction

The set of access control rules represented in privileges and selfPrivileges attributes are comprised of 6-tuples
(accessControl Resour ces, per mittedAttributes, permittedChildResour ces, accessControl Originators,

accessControl Contexts, accessControl Operations) with parameters shown in table 8.3.2.1-1 which are further described
in the following clauses.

If privileges attribute contains no 6-tuple then this represent an empty set of the access control rules.
The selfPrivileges attribute can contain at least one 6-tuples.

The CSE access granting mechanism could follow the procedure described in oneM2M TS-0003 [i.2] in clause 7.1
(Access Control Mechanism).

Table 8.3.2.1-1: Parameters in access-control-rule-tuple

Name Description
accessControlResources See clause 8.3.2.2
permittedAttributes See clause 8.3.2.3

permittedChildResources  |See clause 8.3.2.4

accessControlOriginators  |See clause 9.6.2.1 of ETSI TS 118 101 [i.1]
accessControlContexts See clause 9.6.2.2 of ETSI TS 118 101 [i.1]
accessControlOperations  |See clause 9.6.2.3 of ETSI TS 118 101 [i.1]

8.3.2.2 accessControlResources

The accessControl Resources is a mandatory parameter in an access-control-rule-tuple. It represents the set of resources
that could be protected by this access control rule. The set of resourcesis described as alist of addresses of resources.
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8.3.2.3 permittedAttributes

The permittedAttributes is an optional parameter in an access-control-rule-tuple that represents the set of attributes that
are permitted to be accessed directly under the resources specified in the accessControl Resour ce constraints by this
access control rule. If this parameter does exist or it is empty, it means no attributes are allowed to be accessed directly
under the resources within the accessControl Resources constraints. Table 8.3.2.3-1 describes the supported types of
parametersin permittedAttributes.

Table 8.3.2.3-1: Types of Parameters in permittedAttributes

Name Description
attribute name Resource attributes are allowed to be accessed directly under the resources specified within
the accessControlResources constraints
All Any resource attributes are allowed to be accessed directly under the resources specified
within the accessControlResources constraints

8.3.2.4 permittedChildResources

The permittedChildResources is an optional parameter in an access-control-rule-tuple that represents the set of child
resource types that are permitted to be accessed under the resources specified in the accessControl Resour ce constraints
by this access control rule. If this parameter does exist or it is empty, it means no child resource types are allowed to be
accessed under the resources within the accessControl Resour ces constraints. Table 8.3.2.4-1 describes the supported
types of parameters in permittedChildResour ces.

Table 8.3.2.4-1: Types of Parameters in permittedChildResources

Name Description
Resource Type Resource types are allowed to be accessed under the resources specified within the
accessControlResources constraints
All Any resource types are allowed to be accessed under the resources specified within the
accessControlResources constraints

8.3.3 Evaluation of the proposed oneM2M access control rule

The descriptive ability of the proposed access control rule is discussed in the following clauses using the application
scenario described in the clause 8.2.

In order to permit AEL to create <contentlnstance> resources and not other resourcesin CONT1, the following rule
could be applied.

New rule-1: [(CONTL); (); (contentlnstance); (AEL); (Create); ()]
What we get is:
. AEL1 can only create <contentlnstance> resources in CONT1.

In order to permit AE2 to create <subscription> resources and not other resourcesin CONT1, the following rule could
be applied.

New rule-2: [(CONTL); (); (subscription); (AE2); (Create); ()]

What we get is:
e  AE2 can only create <subscription> resourcesin CONT1.

In order to permit AE2 to retrieve <contentlnstance> resources in CONT1, the following rule could be applied.
New rule-3: [(CONTL); (); (contentlnstance); (AE2); (Retrieve); ()]

What we get are:

. AE2 can only retrieve <contentl nstance> resourcesin CONT1.
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8.34 Conclusion

. Compared with current rule format the new rule format can more accurately describe access control rules, and
can be used for supporting fine grained access control.

. The new access control rule contains the information of resources and Originators, so the access control rules
belonging to different resources can be organized into one access control policy. This can simplify the access
control policy management.

9 Privacy protection architecture using Privacy Policy
Manager (PPM)

9.1 Introduction

The PPM is a personal data management framework based on the user's privacy preferences. The PPM creates access
control policies from the user's privacy preference and protects the user's Personal | dentifiable Information (PI1) from
service providers.

9.2 Relationship between components of PPM and oneM2M

The PPM has the following components. Detail of each component is explained in ETSI TR 118 501 [i.9]. This clause
provides the relationship between the components and components of oneM2M.

1) Sophisticated consent mechanism for privacy policy:

- When an end user subscribes to a service by an application service provider, the end user becomes a data
subject, and the data subject creates a privacy preference and registersit on the PPM.

- Thisfunction is for further study of oneM2M.
2)  Functions of PDP or PRP:
- PDP:

L] When an application service provider (ASP) accesses the datain the M2M platform, the PPM
replies with an access decision that is decided from access control policies based on the user's
privacy preference.

- PRP:

" When an ASP accesses the datain the M2M platform, PDP requests access control policies to the
PPM. The PPM replies with the access control policies based on the user's privacy preference.

- Components of PDP and PRP are defined in the following oneM 2M documents:
" ETSI TS 118 103[i.2], clause 6.2.2 " Authorization Architecture”.
" ETSI TS 118 103 [i.2], clause 7.1 "Access Control Mechanism".
3) Traceability of personal data usage:
- PPM stores the access log that records which ASPs access which kind of collected data

- Thisfunction is for further study of oneM2M, but this function can be implemented using components
that are defined in oneM2M.
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9.3 Privacy Policy Management in oneM2M architecture

9.3.0 Introduction

There are four proceduresin the use of PPM. This clause explains relationships steps in the scenario and components of
oneM2M.

e A datasubject joinsan M2M platform.
e A datasubject subscribesto a service by an ASP.
. An ASP requests personal datathat is stored in an M2M platform.

e  The data subject checks the access log of higher own personal data and requests the deletion to the ASP.

9.3.1 Actor
. Data subject:

- An end user can make use of services on an M2M platform by subscribing to a service of an ASP which
controls access to the M2M platform.

- When an end user subscribes to a service by an ASP, the end user become a data subject.
. M2M Device (AE):
- An M2M device collects various kinds of data, such as sensor.
- An M2M device sends the datato an M2M gateway.
e M2M Gateway (MN-CSE):
- Policy Enforcement Point (PEP):
" PEP is one of the functionsin the CSE.
- Policy Decision Point (PDP):
" PDP isone of the functionsin the CSE.
- Personal Data:
" Personal data isinformation that can be used on its own or with other information to identify.
=  AnM2M gateway collects and stores personal datafrom M2M devices.

L] Examples of personal data: Sensor data, Electrical power consumption, Operating state of air
conditioner, etc.

e  Application Service Provider (ASPAE):
- An ASP provides services to an end user who joins the M2M platform.
- An ASP requests personal datafrom an M2M platform in order to provide services.
. M2M Platform (IN-CSE):
- Portal:
= A portal isakind of Web site or Web applicationin an M2M platform.

L] An end user accesses a portal to join an M2M platform. A data subject access the portal to
subscribe to a service by an ASP.
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. PPM:
- The PPM stores access control policies based on user's privacy preference.
- The PPM has functions of PDP or PRP.
- Portal:
L] A portal isakind of Web site or Web application in a PPM.

" An end user accesses a portal to configure the end user's privacy preference.
9.3.2 Management flow in PPM architecture

9.3.2.1 Join to a M2M platform

When a data subject joins an M2M platform, the data subject configures a privacy preference using the PPM. A privacy
preference explains what kind of data are allowed to access ASPs. Figure 9.3.2.1-1 illustrates the overview of this
process.

Application Service

Provider
ASP1AE
M2M Platform
IN-CSE
Mcc or Mcc’
Privacy Policy Manager
ASPRAE P [_AE
Portal | : f Mea ;
E E E PP j
@
CSE Portal

M2M Gateway | PD I

7 Mecc or Mcc’

Mca| |(3)
AE
PP: Privacy Preference
<PD> PD: Personal Data
_ Data Subject
M2M Device

Figure 9.3.2.1-1: A data subject join a M2M Platform

1) A datasubject accesses a portal on an M2M platform:

- This processis equivaent to protocols of Web access such asHTTP, HTTPS and so on.
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- This prosessisfor further study of oneM2M.

2) A datasubject configures a privacy preference and registersit on the PPM. Then, the PPM creates acccess
control policies based on it:

- A data subject accesess the PPM or the M2M platform redirects the data subject to the PPM. This
process is equivalent to protocols of Web access.

- This processis for further study of oneM2M.

3) TheM2M gateway collects and stores data from M2M devices.

9.3.2.2 Subscription to an ASP's service

The data subject can subscribe to various kinds of services provided by ASPs through the M2M platform. Service lists
are registered in the M2M platform and the data subject can select services to subscribe to. When the data subject
subscribes to a service, the data subject needs to accept a privacy policy. In order for the data subject to easily
understand, the PPM creates the customized privacy policy based on the ASP's privacy policy and the data subject's
privacy preference. Therefore, the data subject can control personal data and prevents agreement without understanding
the privacy policy. Figure 9.3.2.2-1 shows the overview of this process.

Application Service

Provider
ASP1AE v N .
@ rivacy Policy Manager
M2M Platform . y y g
AE
IN-CSE
<PD>resource annc : Mcc or Mcc’ Mca
Meca <ASPnACP>resource annc /ﬁ

ASPNAE [ —F————]

ASPn Privacy
5@' ; e
- Policy Privacy
Mec Preference
MN-CSE Portal

M2M Gateway

<ASPnACP>resource annc

Mcc or Mcc’

(1) 2)

AE
<PD>
PP: Privacy Preference

Data Subject PD: Personal Data

M2M Device

Figure 9.3.2.2-1: The data subject subscribes to an ASP's service

1) The data subject accesses the portal and select an ASP's service to subscribe:
- This processis equivalent to protocols of Web access suchasHTTP, HTTPS and so on.

- This processis for further study of oneM2M.
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2) The data subject needs to accept a privacy policy to subscribe to the ASP's service. The PPM creates the
customized privacy policy for each data subject based on the data subject's privacy preference. It is easy for
the data subject to confirm differences between the privacy preference and the privacy policy and to
understand what kind of personal data are collected by the ASP. After the data subject accepts the privacy
policy, the data subject can subscribe to the ASP's service:

- The function of creating a customized privacy policy isfor further study of oneM2M.
3) ThePPM creates or updates access control policies using the privacy policy that the data subject accepted:

- The function of creating or updating access control policiesin the PPM isfor further study of oneM2M.

9.3.2.3 Request for personal data to the M2M platform

If the ASP needs personal data to provide the service, the ASP requests the data from the M2M platform. The PPM can
work as PDP or PRP. If the PPM works as PDP, a data flow control recieves access decision from the PPM and controls
the data access using them. Figure 9.3.2.3-1illustrates the overview of this process. If the PPM works as PRP, the data
flow control retrieves access control policies from the PPM and controls the data access using them. Figure 9.3.2.3-2
illustrates the overview of this process.

A. The PPM worksas PDP

Application Service

Provider
ASP1AE bri Policy M
rivacy Polic anager
M2M Platform JR— |vy ...... |y .......... g
AE
IN-CSE :
H <PD>resource annc : Mcc or Mcc’ Mca :
NSPnACP»esource annc CSE E
ASPnAE H e
Portal | i ASPn ACP
MCC ................. (2)
: (2)
PDP PRP ;
(2)
M2M Gateway
Mcc or Mcc’
<ASPnACP>resource annc
Mca
AE
<PD> PD: Personal Data
M2M Device

Figure 9.3.2.3-1: Request for personal data to the M2M platform (the PPM works as PDP)

1) ASPreguests persona datafromthe M2M platform.
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2)

3)

PEP in the M2M gateway requests "Decision Request” from the PPM. The PPM decides to permit/deny access
to personal data using access control policies. Then, the PPM replies "Decision Response”.

- In this case, the PPM needs to provide an interface that enables access control for personal data using the
PPM as PDP.

If accessing personal datais permitted, PEP accesses the personal data and sends the personal datato ASP as
response.

B. The PPM works as PRP

Application Service

1)
2)

3)

Provider
ASP1AE orivacy Poficy M
M2M Platform . ey A e,
' AE
IN-CSE :
<PD>resource annc : Mcc or Mcc’ . Mca
<ASPnACP>resource annc CSE
Portal | : ASPn ACP
Mcc (2)
M2M Gateway i PRP
\ \/IN-CSE
2 (2)
pEP | ] e O S ! Fo—— i
Mcc or Mcc’
<ASPnACP>resource annc
Mca
AE
<PD> PD: Personal Data
M2M Device

Figure 9.3.2.3-2: Request for personal data to the M2M platform (the PPM works as PRP)

ASP requests personal data from the M2M platform.

PEP in the M2M gateway requests "Decision Request" from PDP. PDP requests "Policy Request" from the
PPM. The PPM collects access control policies about "Policy Request” and sends the access control policies as
"Policy Response" to PDP in the M2M platform. Then, PDP decides to permit or deny access to the personal
data using the access contror policies and sends aresult as "Decision Response” to PEP:

- In this case, the PPM needs to provide an interface that enables access control for personal data using the
PPM as PRP.

If accessing personal datais permitted, PEP accesses the personal data and sends the personal datato the ASP
as response.
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10

Conclusions

The present document focuses on the authorization architecture, access control polices and privacy policy management
inthe oneM2M System. The investigated topics and corresponding conclusions are summarized as follows:

Clause 6.2 proposes distributed authorization architecture and a way of using virtual resources to implement
distributed authorization system. It is also possible for oneM2M using normal resources to implement
distributed authorization. Compared with virtual resource based solution, normal resource based solutionis
morein line with RESTful API. Currently both ways are being evaluated by oneM2M Technical
Specifications.

Clause 6.3 investigates the possibility of using XACML and SAML to exchange authorization information
between authorization components. These technologies are powerful for expressing authorization information,
but for oneM2M it istoo powerful and overburdened. So they will not be considered inner oneM2M system.
However, these technologies may be considered when there is authorization information exchanging with
external systems. Currently the way of using request and response parameters to exchange authorization
information between authorization components is being devel oped.

Clause 6.4 provides arole based access control solution including RBAC architecture and generic procedures.
The basic idea (e.g. RBAC architecture, <role> resource type and procedures) proposed in the present
document has been integrated into the Release 2 of the oneM2M Technical Specifications.

Clause 6.5 investigates some potential attribute based access control solutions. A generic ABAC procedureis
also proposed. However, these solutions are not mature. How to implement ABAC in the oneM2M System
needs further study. It may require a special work item to study thistopic.

Clause 7 provides a solution of supporting user specified access control polices. The proposed solution can
also be used to support privacy policy enforcement. Currently, as the normative work is not yet started, it will
not be part of the Release 2 of oneM2M Technical Specifications. However, such feature is quite useful for the
oneM2M System, as the access control of resources in the oneM2M System may involves multiple
stakeholders. So this feature may be considered by the future release, and the solution proposed in the present
document may be used to facilitate future normative work resulting in oneM2M Technical Specifications.

Clause 8 investigates some existing access control policy languages in the context of the oneM2M System.
XACML isthe only available ABAC access control policy language. Advantages and disadvantages of
XACML have been enumerated. If the oneM2M System wants to consider XACML as one of its ABAC
policy languages, a special work item may be required for further study. Some limitation of current oneM2M
access control policy isidentified and a solution is proposed. Some part of the proposed solution has been
integrated into the Release 2 of the oneM2M Technical Specifications.

Clause 9 investigates how the privacy protection could be considered in the oneM2M System. A framework
named privacy policy manager isintroduced. This clause describes how the privacy policy manager and the
oneM2M authorization system work together to implement privacy protection. The proposed solution has been
integrated into the Release 2 of ETSI TS 118 103 i.2].
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