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The Standards Watch

A keen eye on the International Standards Scenario

The Standards Watch monitors the status of ICT standards at international level, mapping
critical areas such as Cybersecurity, 5G, Cloud Computing, loT, Big Data and Artificial
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The Standards Watch of StandICT.eu monitors the status of ICT standards at international level, starting from the five priority areas of the Digital Single
Market 2 y,data technology, and IoT — Intemet of Things

Navigate the Standards Watch with the Interactive map

In particular, special attention is given to the rapidly evolving ICT topics of: Artificial Intelligence, Big Data, loT. Gradually, the Standards Watch will be
expanded to other ICT domains and topics, with the aim of better identifying gaps, needs & opportunities and consequently stimulating European Experts
1o pursus the openings granted by the StandICT.eu initiative.
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OASIS Energy Interoperation TC

‘The Energy Interoperation TC works to define interaction between Smart Grids and their end nodes, including Smart Buildings, Enterprises,
Industry, Homes, and Vehicles. The TC and madels that enable thy
for pricing, reliability. and . The TCs agenda ©

load predictability, and generation information.

and standard exchange of signals
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The Wiki Watch facilitates the
consultation of the standards,
displaying only the most relevant
information and allowing people to
contribute, by submitting a comment.
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ion Fr k Testing; Part 1:

SmartM2M; Smart Appliances Ontology and C
Testing methodology

The scope of the present document is to support Smart Appliance common ontology and communication framework testing needs. It specifies a
global methodology for testing for Smart Appliances, based oneM2M specifications. It analyses the overall testing needs and identifies and defines
the additional documentation required. The testing framework proposed in the present document provides methodology for development of
conformance and interoperability test strategies, test systems and the resulting test specifications for SAP.

April 2017

Technical Committee (TC) Smart Machine-to-Machine Communications (SmartM2M)

's_10326801v010101p.pdf
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Submitted by ocorcho on Sat, 07/27/2019 - 13:26

This document describes the framework to be used for developing tests for smart appliances according to the oneM2M smart appliances
ontology. This global methodology may be useful as well for other cases where there is a need to have a dlear framework for the definition of
tests and hence this standard may be adapted in the future to other contexts as well. Particularly relevant and useful is the template for the
specification of tests that is provided in page 14 and exemplified in later pages
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ISO/IEC 19785-1:2015

Information technology -- Common Biometric Exchange Formats Framework -- Part 1:
Data element specification

ISO/IEC 19785-1:2015 defines structures and data elements for biometric information records (BIRs).

ISO/IEC 19785-1:2015 defines the concept of a domain of use to establish the applicability of a standard or specification that complies with CBEFF
requirements.

ISO/IEC 19785-1:2015 defines the concept of a CBEFF patron format, which is a published BIR format specification that complies with CBEFF
requirements, specified by a CBEFF patron.

August 2015

ISO/IEC JTC 1/SC 37 Biometrics
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Submitted by rsreillo on Sun, 10/06/2019 - 15:38

X [

In addition to the data formats defined in ISO/IEC 19794 and ISO/IEC 39794 which are defined as to include the information from a single
user and a single modality, SC 37 has also defined a meta-structure called CBEFF (i.e. ISO/IEC 19785 series of standards), that allows: — the
coding of biometric information from more than a single user; — the coding of biometric information from more than one modality; and —
protecting biometric data by using security mechanisms that may cipher and/or authenticate the data included into the CBEFF BIR structure.
A CBEFF BIR (i.e. Biometric Information Record) is composed of: — a standard biometric header in a particular patron format (as defined in
ISO/IEC 19785-1 and being the patron formats defined in ISO/IEC 19785-3). This header introduces the information embedded into the BIR;
— the biometric data block (BDB), which can be a BDIR defined in ISO/IEC 19794 or ISO/IEC 39794; and — an optional security block (as
defined in ISO/IEC 19785-1 and ISO/IEC 19785-4) that embeds the data needed for protecting the biometric information. CBEFF also allows
muitiple BDB, such as a multiple CBEFF BIR structure and complex CBEFF BIR structure. The former can contain multiple BIRs and the latter
can contain multiple BDBs, each having its own standard biometric header plus additional standard biometric headers that express the
relations among the BDBs. The way that CBEFF records can be coded can change from one architecture to another. This is why ISO/IEC
19785 3 defines several ways to code CBEFF records in what is called as patron formats. There are patron formats defined for binary coding.
with different system word lengths, others for XML coding. etc. Most of them are defined using ASN.1 formal language.
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Tell us about what you're doing

Follow us on our Social Media: around ICT Standardisation:
e @Stand_ICT Join our ICT Insights area to give
ey |
in Icompany/standict-eu/ visibility to your work!
https://www.standict.eu/ict-standards-
é% www-standict.eu insights

‘ Thanks for your attention! \
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